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ABSTRACT 

 

ADELIA MAYRA SAFITRI, 2252200001. Analysis Of Patient Data Security 

Aspect In The Implementation Of Electronic Medical Records In Gatak Public 

Health Center. Scientific Paper. DIII Medical Records and Health Information. 

Faculty of Public Health and Health Sciences. Veteran Bangun Nusantara 

University. 2025. 

 

The implementation of Electronic Medical Records (EMR) in health care facilities 

such as community health centers is an important step in improving the efficiency 

and quality of services. This study aims to analyze the aspects of patient data 

security in the implementation of EMR at the Gatak Sukoharjo Community Health 

Center. The research method used is qualitative descriptive with data collection 

techniques through interviews, observations. The results of the study indicate that 

even though the RME system has been implemented, there is still a risk of patient 

data leakage. The risk is analyzed based on the CIA Triad approach 

(Confidentiality, Integrity, Availability), including: the use of uniform passwords 

and left visible on the computer, a suboptimal user authentication system, and 

duplication of patient data input. To reduce the risk of data leakage, infrastructure 

improvements, training for officers on the importance of maintaining patient data 

confidentiality, and collaboration with third parties who are competent in the field 

of information system security are needed. 
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